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Here’s What I Know For Sure: If not now, WHEN! If not we, WHO?
Fellow Delegates,

My name is Patrick Essien, a member delegate of the Identity EcoSteering Group, (IDESG) and a native of African descent; a Nigerian, based in the economic hub of West Africa, Lagos State. I am an ICT expert and strongly passionate about security, identification management and trust issues surrounding our digital infrastructure.
I have been a member of this noble organization, the IDESG, since the first quarter of 2015, also a member of the International Organization for Knowledge Economy and Enterprise Development, (IKED), the Internet Society, (ISOC) and presently seeking trusteeship under the Kantara Initiative amongst others. As a not-so-accomplished professional in this field, I am being groomed and mentored by Dr Tom Smedinghoff; (an attorney and Of Counsel in the Chicago office of the law firm Locke Lord LLP, focusing on issues relating to electronic commerce, cyber security, privacy, and most importantly, digital identity management) amongst  others. 

My first interaction with the IDESG was triggered by the advice of Dr Tom Smedinghoff, who advised me to join the organization, in order to learn more of the intricacies and challenges of building a safer cyber ecosystem. The organization, haven built its foundation on the premise of the National Strategy for Trusted Identities in 
Fellow delegates, as a Nigerian, I can unequivocally state that our identity and personality has been smudged and in many cases our individuality ridiculed, due to our involvements in cybercrime, advanced fee fraud and a host of vices. Our abuse of the very essence of the digital infrastructure, coveted to a tool for personal braggadocio, quick rich syndrome and every other thing else. But like you all know, this isn’t the only nation caught in a string of insalubrious behavioural practices online; Ghana, South Africa, North Korea China, Europe, the United States of America and so many more countries have suddenly found immoral gain from cybercrime. This suddenly has affected adversely, the financial prudence of small businesses and entrepreneurs and the inability of governments at all levels to provide services to its citizens
Look around us, dear delegates and see the wreckage, the despair, the trauma, what the lack of an effective guideline to safeguarding our digital infrastructure has caused us; terrorism has gone online, with the consistent online recruitment of jihadists, or is it the update of gruesome content by Boko Haram in Nigeria, Al Shabaab in Kenya, ISIL in Syria, the data breaches facing Sony Corporation…. I could go on and on without end!
The issues surrounding online safety, cybercrime, digital identification and privacy cannot be effectively addressed from a regional or geographical perspective. These challenges are global in nature, hence, the need for a strategy to be implemented on a global front is deemed necessary and long overdue. The IDESG should be able to partner strategically with international agencies globally, compel nations, especially third world countries and technologically less-advantaged states to improve upon their identification management structure and with the mission of the IDESG, funding from the World Bank should be made available and accessible, while the tenets of the IDESG should also be enshrined into the framework of the United Nations, particularly and if possible, a United Nations day to celebrate our digital infrastructure with emphasis on safeguarding our cyberspace
Delegates, it would interest you to know that most economically prime natural resource available to us, (Oil, gold, amongst others) is being regulated, supervised and administered by an independent body of member states and as much as the internet has become a global infrastructure, not limited by owner, user and location, the IDESG should overtime evolve into an international agency, fully independent but supported by member nations and organizational members; as I have always asserted that no geographical entity committed to this cause can globally protect and make safe the users of the internet, not the FBI, not the IC3 and not even the IDESG. Overtime, we should be able to replicate the IDESG in every continent of the world and break free from monopolizing it
 Delegates, it is now, much more than ever that we should come together and protect this precarious infrastructure, protect its users, the organizations (that depend on them to reach out to its customers, vendors and contractors), government and the international community; that time is now, when we lay aside our cultural differences, our nationalities, our whatever… realizing that a terrorist attack can be precipitated, from far east Asia  and a homicide can be escalated, far south of Africa but one thing is common, the Internet or the Digital Infrastructure has become that tool available to the these men
Delegates, these are my aspirations and motivation for a seat at the Board of Directors. Hence, I humbly request your vote.

Warm Regards

