1. Single credential for multiple Financial Institutions – (e.g. insurance broker can assess multiple insurers websites with single credential)
1. Financial Institution as an Electronic Identity Credential Provider:  FI as an IDP – (e.g. consumer’s FI Identity Credential can be used to access other websites; note this does not imply that the relying party knows all the attributes known by the FI issuing the Identity Credential, nor that the FI knows all the consumer attributes known by the relying party)
1. [bookmark: _GoBack]Financially Underserved Use Case: Unemployed low income actor without a bank account applies for and receives an FDIC Safe Account. The Financial Institution acts as an Identity Provider, Attribute Provider and Relying Party that further enables the actor to invest in equipment allowing the actor to become a small business and access federal services through the Federal Cloud Credential Exchange (FCCX).
1. Identity Verification During Enrollment/ Enrollment Use Case: (e.g. consumer wishes to enroll with an FI, that FI can query other FI’s and Government agencies for them to verify that the information presented by the consumer matches what they have on file)
1. Attribute provider (e.g. a consumer can have their FI verify one or more attributes about them)
1. Trust elevation through technology (e.g. start with a lower assurance certificate and add through additional Identity Vetting, with possibly the linkage of additional vetted identity attributes, and additional Credential strengthening through among other things additional layers of authentication, a credential that can be used by the relying party performing the trust elevation at a higher level of assurance; possibly this higher level of assurance could be used by other relying parties).
1. FI as an identity provider for a commercial entity

