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Thank you for your request to the SCC to consider forwarding IDESG and NSTIC Standards development work to address a gap in KBA performance metrics.
SCC needs clarifications and further description (definition) from you regarding the KBA Process: (can include more than one):
1. Identity proofing (registration) 
2. Identity resolution and uniqueness
3. Identity authentication or verification
4. Identity authorization or access

SCC asserts IDESG and NSTIC requirements to inform the KBA Process for Standards Developers.
1. sources of information/corroboration of information
2. validity of information, (lack of uniqueness, impersonation) 
3. currency of information
4. adequacy of information
5. availability of information
6. impact on population affected
7. privacy regarding attributes suggested
8. difficulty of questions/number of questions for passing-failing/time to respond to questions/refresh rates on testing opportunities
9. focus/phrasing/ language of questions
10. failure rates of KBA
11. redress procedures 
12. “universal” accessibility of questions (and answers)
13. Ability to understand the consequences of answers, of disclosing personal information
14. Lack of incentives to induce disclosure
15. Reduced vulnerability to data breach or social engineering

SCC selection will be determined according to the draft Standards Adoption Policy and include:
1. Qualifications of Standards Developer
2. Adequacy of resources/personnel
3. Criteria for openness and transparency of standards development 
4. Criteria for Privacy Assessment by Standards Developer
5. Public review procedures
6. Affordability and Relevance
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