Dear Cathy Tilton,

Chair, IDESG Standards Coordination Committee
Cathy.Tilton@daon.com
September 29, 2014

The Global OWASP Foundation's NIST NSTIC IDESG Initiative is interested in the IDESG KBA solicitation. We are hereby submitting our statement of interest and a description of our qualifications.  We have been following the NSTIC strategy and principles at IDESG and welcome the opportunity to create a standard that meets the NSTIC guiding principles. 

We understand the importance of and urgency of the lack of KBA Performance Metrics and look forward to expanding this area of Standards Development including in regards to universal accessibility while adhering to applicable legal, statutory, or regulatory compliance obligations.  

To that end we have formulated KBAPMP (Knowledge Based Authentication Performance Metrics Project) now involved in the OWASP Project Approval process. The KBAPMP will continue to recruit participants with appropriate expertise from OWASP’s participants and extended network. A project such as the KBA Performance Metrics does not exist yet in the OWASP community, or other Internet communities.  We can propose this project to OWASP projects. This project requires contributors with technical expertise, and others with legal background.   We believe that this and other OWASP projects can provide input to the KBA in Application Security related areas.

The OWASP KBAPMP Project has established a core team of project members:
Project Leader and Point of Contact:  
Luis Enriquez IT/IP lawyer  






luis.enriquez@owasp.org   +33781309770

Project Manager: 
Ann Racuya-Robbins Past Vice Chair of IDESG SCC

Privacy Liaison to IDESG SCC
arr@worldknowledgebank.com  ann.racuya.robbins@owasp.org.

301-951-1809
Project Member and 

OWASP NNI Initiative Leader     Bev Corwin Consultant, OWASP IDESG Member 





Representative  






bevcorwin@owasp.org 1.917.397.0915

Project Member

          Noreen Whysel consultant, IAI IDESG Member





operations@iainstitute.org   917.826.9644
QUALIFICATIONS
OWASP has developed other standards and software and identity management guidance including 
OWASP Application Security Verification Standard Project

OWASP Application Security Assessment Standards Project
OWASP_Security_Labeling_System_Project
Authentication Cheat Sheet

Choosing and Using Security Questions Cheat Sheet
Top 10 2013-A2-Broken Authentication and Session Management
Guide to Authorization
Software Assurance Maturity Model
OWASPS Public review procedures are described as OPEN development and licensing in accordance with the Open Source Initiative.  The KBAPMP Project will be hosted on the OWASP Project Platform at OWASP.org .

OWASP has an open, diverse and productive culture.  OWASP is an international organization and the OWASP Foundation supports OWASP efforts around the world. OWASP is an open community dedicated to enabling organizations to conceive, develop, acquire, operate, and maintain applications that can be trusted. OWASP has more than 40,000 participants from around the world and a successful history of creating and empowering collaboration around cultural and language differences and dynamics. 
More on OWASP’s Qualifications
Code Review Preparation: https://www.owasp.org/index.php/Code_Review_Preparation
OWASP Projects Page: https://www.owasp.org/index.php/Category:OWASP_Project
OWASP Security Labeling System Project: https://www.owasp.org/index.php/OWASP_Security_Labeling_System_Project
OWASP Legal Project: https://www.owasp.org/index.php/Legal
OWASP Top 10 Privacy: https://www.owasp.org/index.php/OWASP_Top_10_Privacy_Risks_Project
