IDESG Standards Coordination Committee (SCC)
Work item comments
1Type of comment:  ge = general  te = technical   ed = editorial

NOTE: Reviewer to complete columns 1-6. Editor to complete column 7.
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	ge
	How will this process flow align with the TFTM Standards Adoption flow?
	
	The SCC is the organization which is responsible for standards adoption within the IDESG.  Having said that, this mission must be performed collaborative with other IDESG committees, including the TFTM.  The intent would be, once we have a stable working draft of the process document, to invite IDESG committee review and comment of it.  Also, as a deliverable, it will ultimately go through the full plenary approval process.
At the January plenary, we have an opportunity to meet jointly with the TFTM (and other committees).  If we are far enough along, this may provide an opportunity to socialize our work in this area.

Also, to clarify, the TFTM may choose to adopt other documents that do not fall into the standards umbrella (e.g., guideline or specifications associated with some existing trust frameworks.)

Resolved: TFTM does not have an Standards Adoption Process. TFTM will be making recommendation and those recommendations will be subject to the IDESG Standards review process.
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	ge
	So this does not help in defining an SDO, we have the situation now that FICAM produces a technical modification to a existing specification from an SDO, this technical modification is not done by the industry and has had no formal input or vetting, yet this is a required technical specification to implement for US Government under certain circumstances. I can see that since IDESG has international reach this could apply to other countries governmental bodies for things such as country specific crypto algorithms
	
	Discuss.
We note that NIST is an accredited SDO (under ANSI), but that other government agencies (e.g., GSA, OMB) are not.  We need to decide how we address identity-related documents generated by such agencies or others – whether we give them the weight of ‘standards’ or put them into the category of ‘other documents and specifications’ similar to what we would do with other useful documents such as mentioned above.
Note – just because it is not deemed a “standard” does not mean the IDESG cannot adopt it in another capacity.

Discussed and committee agreed that this can be addressed within the existing process flow.
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