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	Brief Description: 
	NIST 800-37 provides the US Federal Government with a common framework for managing information security risk. It enables integration of security requirements into enterprise architecture and SDLC and supports the development of risk and security practices consistent with organizational goals and missions. 
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