 IDESG Standards Nomination Form
Top of Form
	Standard Name:
	ISO/IEC 27001:2013 
“Information technology -- Security Techniques -- Information security management systems -- Requirements
	Acronym:
	ISO 27001

	Standards Developer: 
	International Organization for Standardization (ISO)
	URL: 
	www.iso.org

	Brief Description: 
	ISO/IEC 27001:2013 specifies the requirements for establishing, implementing, maintaining and continually improving an information security management system within the context of the organization. It also includes requirements for the assessment and treatment of information security risks tailored to the needs of the organization. The requirements set out in ISO/IEC 27001:2013 are generic and are intended to be applicable to all organizations, regardless of type, size or nature.

	Date Initially Published: 
	2005
	Current Version: 
	Edition 2
	Date Published: 
	2013-09-25

	Relevance to Identity Ecosystem:
	The ISO 27000 family of standards helps organizations keep information assets secure.
Using this family of standards will help your organization manage the security of assets such as financial information, intellectual property, employee details or information entrusted to you by third parties.
ISO/IEC 27001 is the best-known standard in the family providing requirements for an information security management system (ISMS).

	Adherence to NSTIC Guiding Principles: (fill in all relevant, minimum of one)
	Privacy Enhancing and Voluntary:
If ISO27001 is used to implement the ISMS, the ISMS would satisfy the requirements for protection of information, including confidentiality measures.

	
	Secure and Resilient:
A commonly used standard used for online systems. 
If ISO27001 is used to implement the ISMS, the ISMS would satisfy the requirements for establishing, implementing, maintaining and continually improving an information security management system within the context of the organization. It also includes requirements for the assessment and treatment of information security risks tailored to the needs of the organization.

	
	[bookmark: _GoBack]Interoperable:


	
	Cost Effective and Easy to Use:



Bottom of Form

	Additional Information

	Stakeholder Communities Using Proposed Standard: 
	[bookmark: Check3]|_|  Privacy/Civil Liberties
|_|  Usability and Human Factors
|_|  Consumer Advocates
|_|  US Federal Government
|X|  US State, Local, Tribal, and Territorial                   Government
|X|  Research, Development, Education, and Innovation
|X|  Identity and Attribute Providers
	|_|  Interoperability                       
|X|  IT Infrastructure 
|X|  Regulated Industries 
|X|  Small Business & Entrepreneurs
|X|  Security
|X|  Relying Parties
|_|  Unaffiliated Individuals
|_|  Other, Please Specify:

	[bookmark: __Fieldmark__365_168852804][bookmark: Check141]Required by Regulation? 
	If Yes, List Regulation(s): 
Very likely yes
	Due to widespread adoption of ISO 27000 series standards, ISO27001 appears in many regulations in many industries.

	[bookmark: __Fieldmark__367_168852804]Trust Framework(s) Adopted? 
	If Yes, List TF(s): 
Yes

	Used to satisfy some of the criteria of:
Kantara Initiative IAF
tScheme



	Submitter Name: 
	Andrew Hughes
	Date submitted 
	2015-01-07

	Submitter Email:
	AndrewHughes3000@gmail.com
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