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	Standard Name:
	OAuth 2.0 Supplemental Specifications
	Acronym:
	none

	Standards Developer: 
	Internet Engineering Task Force
	URL: 
	http://www.ietf.org/rfc/rfc7591.txt
http://www.ietf.org/rfc/rfc7592.txt
http://www.ietf.org/rfc/rfc7636.txt


	Brief Description: 
	Two of these specifications define mechanisms for dynamically registering OAuth 2.0 clients with authorization servers [RFC 7591] and managing these registrations [RFC 7592]. Registration requests send a set of desired client metadata values to the authorization server. The resulting registration responses return a client identifier to use at the authorization server and the client metadata values registered for the client. The client can then use this registration information to communicate with the authorization server using the OAuth 2.0 protocol. This specification also defines a set of common client metadata fields and values for clients to use during registration. 
The third specification [RFC 7636] describes a mitigation strategy for a specific security issue on mobile devices.
These standards are to be included as part of the OAuth2 framework package under consideration for adoption.

	Date Initially Published: 
	July-September 2015
	Current Version: 
	RFC 7591, RFC 7592, RFC 7636
	Date Published: 
	July –September 2015

	Relevance to Identity Ecosystem:
	In order for an OAuth 2.0 [RFC6749] client to utilize an OAuth 2.0 authorization server, the client needs specific information to interact with the server, including an OAuth 2.0 client identifier to use at that server.  Two of these specifications describe how an OAuth 2.0 client can be dynamically registered with an authorization server to obtain this information.
The third specification, RFC 7636, describes a mitigation strategy for a specific security issue on mobile devices.

	Adherence to NSTIC Guiding Principles: (fill in all relevant, minimum of one)
	Privacy Enhancing and Voluntary:  Enhances the privacy-enhancing and voluntary nature of the Identity Ecosystem by facilitating the use of a wider range of identity providers.

	
	Secure and Resilient The standard includes security considerations that developers and users need to take into consideration.  The underlying OAuth2 standard is extensively used today across a wide range of applications and has withstood use at scale.

	
	Interoperable:  Two of the specifications are IETF standards-track specifications, which require broad interoperability. RFC 7692 is an IETF Experimental specification representing consensus of the IETF Community.

	
	Cost Effective and Easy to Use The standard is free.  The underlying OAuth2 standard is widely adopted in the developer community.  The existence of open source implementations increase the usability and ease of use for those wishing to implement this and the related standards.


Bottom of Form


[bookmark: _GoBack]
	Additional Information

	Stakeholder Communities Using Proposed Standard: 
	[bookmark: Check3]|_|  Privacy/Civil Liberties
|_|  Usability and Human Factors
|_|  Consumer Advocates
|_|  US Federal Government
|_|  US State, Local, Tribal, and Territorial                   Government
|_|  Research, Development, Education, and Innovation
|_|  Identity and Attribute Providers
	|_|  Interoperability 
|_|  IT Infrastructure 
|_|  Regulated Industries 
|_|  Small Business & Entrepreneurs
|_|  Security
|_|  Relying Parties
|_|  Unaffiliated Individuals
X  Other, Please Specify: ALL (infrastructure protocol)

	[bookmark: __Fieldmark__365_168852804][bookmark: Check141]Required by Regulation? 
	If Yes, List Regulation(s): No

	N/A

	[bookmark: __Fieldmark__367_168852804]Trust Framework(s) Adopted? 
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	These are newly standardized protocols. It is expected that they will be widely used in trust frameworks but this has not yet occurred.
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