IDESG Security Committee conference call
Thursday 20th December 2012
1.00 p.m. – 2.30 p.m. EST
Notes in blue
Proposed Agenda
1.    Administrative Issues
1.1   Call to order
Meeting called to order at 1.04 p.m.
1.2   Roll call
	Present

Tom Compass

	Don Harbert

	Colin Soutar

	Win Baylies

	J. Axelrad

	Cathy Tilton

	Jerry Kickenson

	Anthony Nadalin

	
Apologies

Dave O’Brien
Mike Garcia
Dave Kearns


1.3   Review & approval of agenda
Addition of discussion regarding timing of next call (Jan 3 2013).
2.     Review of previous meeting notes:
5 December 2012
2.1   Any clarifications.
None noted
2.2   Action Item Review. 
Actions from 5 December meeting
Chair to update the Charter and distribute for a 7-day electronic ballot.
Chair to ensure that the Security Committee meetings are scheduled in the IDESG calendar for every second Thursday at 1.00 – 2.30 p.m. EST, from December 20 2012 through March 2013.
Chair to add a standing item to the Security Committee agenda that participants shall review the intellectual property disclosure policy and any activities that may violate anti-trust law.
3.     Security Committee Charter
3.1   Review Ballot results
Approval
Tim W. Baldridge, Defense Manpower Data Center 
Win Baylies, Baytech Group 
Tom Compas, MasterCard
Salvatore D’Agostino, IDmachines LLC
Lisa Grant DeGraffenreidt, SecurPrivacy, Inc
Michael Garcia, National Institute of Standards and Technology
Arjan Geluk, UL Transaction Security
Don Harbert, Intel
Thomas Hardjono, MIT 
David Kearns, Unaffiliated
John Linn, RSA, The Security Division of EMC
Adam Madlin, Symantec Corporation
Rebecca Nielsen, AFEI (Booz Allen Hamilton)
Neville Pattinson, Gemalto
Mark Scheible, MCNC
Colin Soutar, Unaffiliated
No Objections submitted
Ballot passed
Discussion
Accept editorial text modification from Win Baylies comment.
3.2   Discuss next steps for Charter
Chair to forward Charter as modified in accordance with the comment above to Management Council for approval.  Copy Security Committee.

4.    Security Committee Work Plan further development and maintenance
[bookmark: _GoBack]4.1    Discussion on Work Plan document:
Co-Editors: Tony Nadalin and Mike Garcia
Tabled until next call.
4.2    Discussion on organization of activities.
Risk Assessment Model development was again highlighted as a key area of activity for the Security Committee.
5.    IDESG Use Cases, Taxonomy, and Functional Model
Further to Win Baylies offer on the last call to advance the Use Case work in SC, along with a subsequent offer from Dave O’Brien to work on Taxonomy, it was resolved to form an ad hoc group, which Win will lead, to look at Use Cases/Taxonomy/Functional Model.   This ad hoc group will develop draft positions and submissions that will be considered by the SC for submission to, and coordination with, the Standards Coordination Committee.
Action – Chair to announce Ad Hoc and call for participants.
6.    Liaison Activities
Communications and Outreach Standing Committee: Dave Kearns
Privacy Coordination Standing Committee: Thomas Hardjono
Standards Coordination Standing Committee: Sal D’Agostino
Liability and Contract Model Development Working Group: Lisa Grant DeGraffenreidt
User Experience Working Group: Tom Compas
Accreditation Coordination Standing Committee: Open
Trust Framework Adoption and Integration Working Group: Open
Cathy suggested producing a mapping of the liaisons in the Committees, i.e. produce a list of the liaison officer from this Committee alongside the liaison officer to this Committee.
7.    Meeting coordination
7.1	Bi-Weekly meetings posted.
7.2	IDESG Plenary Meeting – Phoenix Convention Center 5-7 February 2013
		Goals of Security Committee	
Security Committee meetings 
Dedicated Sessions
Risk Assessment Model
Use Cases/Taxonomy/Functional Model
Overall Security Committee meeting	
		Joint Committee meetings?
It was resolved that the Security Committee Chair should coordinate the following meetings for the Plenary in Phoenix:
A dedicated Security Committee meeting on Risk Assessment Model. 
A joint meeting with Standards Coordination Committee (and other interested Committees) on Use Cases/Taxonomy/Functional Model.
A Security Committee “Plenary” meeting to coordinate overall SC activities.

8.    Action item review
Submit Charter.
Announce Ad Hoc.
Schedule meetings for Plenary.

9.    Any other business
It was resolved to cancel the next meeting on Jan 3 2013, but to leave the slot open for a meeting of the SC Use Cases/Taxonomy/Functional Model Ad Hoc.
10.   Adjourn
Meeting adjourned at 1.48
