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SECURITY COMMITTEE MEETING NOTES 
January 21, 2016

Attendees:
Mary Ellen Condon
Adam Madlin
Rebecca Nielsen
Sal D’Agostino
Linda Hewett
Christopher Spottiswoode
Martin Smith
Christine Abruzzi
Paul Knight
Linda Braun, Global Inventures

Meeting Notes:

Mary Ellen led the call. Notes taken by Linda Braun.

Agenda Review:  Distributed by Mary Ellen in advance of the call.

Roll call; quorum determination.  Quorum was met.

IPR policy reminder: 
http://www.idesg.org/portals/0/documents/governance/IDESG%20IPR-Policy.pdf
No minutes approved at this week’s meeting.

Minutes:

Parking Lot discussion:

Martin discussed some of the parking lot items he has sent email about (end point and uptime).  His notes are posted in Workspace, the Parking Lot Items for IDEF v2 folder here: https://workspace.idesg.org/kws/groups/security/documents?folder_id=156.  

The team was supportive of these topics and need to discuss further.  Suggestion was made if whatever we put into supplemental guidance to see if there is any resiliency end point. Maybe some examples have already been included, but need to look further to see if that is the case. Uptime is already a requirement, but it might need to be polished a bit.  End point is not specified as a requirement.  Recommendation was made that we should have an active parking lot for IDEF v2 across IDESG.

Federation as a parking lot item seems to have been lost as a requirement according to Sal.  

The question was asked if authorization is described enough and including some functionality for data tagging as part of the framework should be added. From a user control perspective was suggested.  This is not a Security Committee item, but should be part of the functional model going forward.  

Time stamping is another requirement for the parking lot. Include some people from Healthcare in the discussion as well.  
Mary Ellen asked the committee to look at IDEF V1 baseline and supplemental guide and come ready to discuss next week about further requirements for the parking lot.

Christopher Spottiswoode – Tools Policy – are there any links between what we are talking about now and the Strategic Plan v2.0.  There are references to the Tools Policy in the strategic plan according to Paul Knight.  Sal suggested we call this item out as it needs to be looked at again.  
[bookmark: _GoBack]There was a reference at one point about implementation tools, in particular, the listing service.  There may be other tools discussed, such as documents. 

Mary Ellen said she was impressed with all the work that has been done regarding SALS.

Rebecca asked that the SALS email recently sent out be sent to her.  Sal said it went out to a few selected individuals, but is available on Workspace.  Let MA know if you want to participate in the SALS launch.

Standards update:  

Christine made a few slight changes to the forms she originally sent, made corrections and resent to the Standards Committee.  

SAP V2.0 Standard Adoption Policy – Christine has been participating and asked if the Security Committee could get a chance to review prior to it going to the plenary for a vote.  

FMO update:
No update at this point.

Workspace:
Linda Braun created a Parking Lot folder on Workspace.
Linda and Mary Ellen to get together to discuss the old wiki documents to be moved to Workspace.

CISA:
Linda Hewett sent an email to Mary Ellen regarding CISA earlier. She wanted to know if this forum was the correct vehicle to discuss CISA (bill).   Steve Orrin and Linda Hewett might be a good team to work on this.  It’s the security act that was passed in the budget.  Cybersecurity Information Sharing Act. Mandates that within one year organizations implement an IM solution created by GSA and DHS.  Adam is aware of the cybersecurity act of 2015 as part of the budget – has amount of information sharing both between agencies and the industry. It does include the overall cybersecurity act and strongest mandate to federal agencies using the GSA exchange.  Or something like it.  Single sign on provided by GSA.   Information sharing part got most of the attention.  Reporting of break-ins, etc.  How does our baseline support this?  Needs further looking at. 
Christine went to the website and there are some privacy issues that are found.   FICAM has privacy violations (discussed at last week’s workshop).   
 Sal says we will be doing some mappings with Incommon and this will provide us an opportunity to look at the baseline for some of these items.
Virtual Plenary 
· Scheduled for February 4, 2016. 
· IDESG 16th Plenary - Virtual Meeting
· Thursday, February 4, 2016 –  1-5 PM ET
· REGISTER TODAY!
· Join us on Thursday, February 4, 2016 for IDESG’s 16th Plenary, a half-day virtual program (1:00pm-5:00pm ET). Your participation in this event is vital. The Plenary will feature the introduction of the IDESG Strategic Plan 2.0, an overview of the IDEF Self-Assessment Listing Service (SALS), presentation from the NSTIC Pilots, and votes on refreshing the IDESG Rules of Association & Bylaws and new standards for adoption. 
· Mark your calendars and watch the IDESG website for more information as it becomes available. 
· Click here to view the Agenda 
· Click here to view the Proposed Revised Bylaws
· Click here to view the IDESG Strategic Plan 2.0
Wrap up and actions for next week:
· Next meeting is January 28, 2016.
· Adjourn:  Meeting was adjourned at 1:53pm ET.
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