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 1.  The Functional Model did not include trust federations (which I think is generally synonymous with "trust framework providers") as one of the "actors." 

2.  In general, IDEF requirements must be levied on someone (some functional model class of "actor") who is responsible for meeting it.   So, we most somehow create an allocation of each functional requirement to one (or more) components of the overall ID Ecosystem. (Of course an IDEF component like an IdP service may be offered by multiple providers, but each is must perform the relevant function.) This mapping is also obviously relevant to a prospective service provider, who needs to know which requirements his/her service is required to meet. 

3. A federation may not have a transaction-time responsibility, which I suspect is why it was not included as an actor in the functional model. Or, it may be that some people assumed that the role of "auditor" (I am doing this from memory so I may not have the right term) would cover federations. Whatever. 

4. It seems very likely to me that federations will assume all or almost all of the overall Ecosystem governance responsibilities, especially since the IDESG doesn't want to be a permanent organization if it can help it, and certainly doesn't want a large role requiring significant funding and involving significant liability.

5. So, the sooner we get federations defined as an actor in the Functional Model (and candidate for membership in the IDEF), the better. 

6.  Tying this back to a specific Security Committee (proposed) IDEF v2 requirement:  if the Ecosystem is to have config control of trusted endpoints, someone has to maintain this config (and issue strong-auth certs to authenticate the endpoints. If that's not an IDESG function, then federations are a good candidate: each can maintain config and be the CA for their membership, and they can cross-certify with other federations.   
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