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Ensuring that the right people have access to the right resources 

In compliance with applicable policy 

Adaptability  
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Problem Specific & Technology-neutral  
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What is a Federal User? 
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What is a Federal User? 

Current View Desired View 
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• Karyn Higa-Smith (DHS S&T) 

– Program Manager, Identity Management 

– Karyn.Higa-Smith@dhs.gov  

• Thomas Smith (JHU/APL) 

– Senior Engineer, DHS S&T IdM Testbed 

– Thomas.Smith@jhuapl.edu 

• Maria Vachino (JHU/APL) 

– Senior Engineer, DHS S&T IdM Testbed 

– Maria.Vachino@jhuapl.edu 
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Why A Conceptual Data Model? 

•  Captures Information Requirements 
• Problem specific 

• Technology-neutral  

• Information representation, not process or policy 

• Identifies business terms 

• Establishes contextual consensus 

• Expresses data semantics 

•  Artifacts 
• Entities 

• Attributes 

• Relationships 

• Identifiers 

• Problem Terms 

Mind Your Business: Serving Business with Data Models that Focus Exclusively on Data, J. Maguire, 11-26-2008, Burton Group 
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Concept Data Model Uses 

• Knowledge management 
• Framework for technology insertion – logical/physical 

modeling 
• Establishes conceptual foundation 
• Baselines technological insertion 

• Aligns organizational information perception 
• Identifies important & distinguishing information 
• Establishes artifacts – entities, attributes, relationships, identifiers, 

problem terms 

• Improve productivity and agility 
• Semantic consensus 

• Identifies schema translation requirements 
• Starting point for information sharing agreements 

• Authoritative sources 
• Identifies policy information requirements 

• Policy creation & refinement  
• Identifies information valued by the enterprise 
• Identifies policy overlaps and gaps 
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User Attribute Contract Mappings 

•  Reveal 
• Contract 

• Concept utilization and specialization 

• Policy focus 

• Unused concepts  

• Purpose (AuthN, AuthZ, Security, Preference) coverage 

• Organization and partner 

• Alignment  

• Discrepancies  

•  Support 
• Federation agreements 

• Semantic consensus 

• Policy analysis and development 

• Identify authoritative source requirements 
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